**Test Case of OTP (One Time Password)**

1. Check that an OTP is generated when a user requests it.
2. Check that the OTP is delivered to the correct mobile number or email.
3. Check that the OTP is received on the user’s device within the expected time frame (Ex. within 2 minutes).
4. Check that the OTP follows the correct format (Ex. 4 digits, 6 digits or alphanumeric).
5. Check the OTP becomes invalid after the set time (Ex. 5 minutes).
6. Check if entering the correct OTP allows the user to proceed.
7. Check if entering a wrong OTP shows an error message to the user.
8. Check that the account is locked or restricted after multiple incorrect OTP attempts.
9. Check that there is a "Resend OTP" option and it works properly.
10. Check the system can handles multiple OTP requests correctly (Ex. sends only one valid OTP).
11. Check that there is a limit on the number of OTPs a user can request in a day (Ex. Maximum 5 OTPs per day).
12. Check that the OTP is delivered under poor network conditions.
13. Check the OTP is clearly visible in the notification or message.
14. Check the app can auto-read the OTP from the SMS (if supported).